[image: image11.jpg]




http://mskrao.weebly.com        http://mskrao.weebly.com               http://mskrao.weebly.com 

Contents
· Abstract
· Introduction
· Opportunities & Concerns
· Data Paths in Wearable Communication Networks
· Wireless Communication
· Health Wear Applications
· MIThril
· Personal Health Monitoring System
· Wearable Chips & Smart Fabrics
· Smart Clothing
· Medical Monitoring & Feedback
· Memory Glasses
· Social Networking
· Embedded Social Networking
· DiaBetNet
· Mental Monitoring
· Conclusion
· References
Abstract
The concept of computing is rapidly expanding from simply using a desktop PC, where people sit and type for a small part of the day. Every day, more than one billion people carry around portable computation devices that have sensors and internet capable connections, but we call them cell phones rather than computers.




The most recent cell phones go far beyond telephony. They are truly wearable computers. These location aware devices have sensors for detecting sounds, images, body motion, and ambient light level, have a secure Internet connection, and can download and upload programs as well as audio and image files. They also can serve as a situation aware intelligent assistant, weat-her as personal agents that are used the digital equivalent 3M’s post-it notes to augment reality or as a means of forming tight-knit intellectual collectives in which people can super change their social networks.



Health wear, wearable systems with sensor that can continuously monitor the user’s vital signs, motor activity, social interactions, sleep patterns, and other health indicators. The systems software can use the data from these sensors to build a personal profile of the user’s physical performance and nervous system activation through out the entire day, providing a truly personal medical record that can, we believe, revolutionize health care.
Introduction



Until recently, researchers have had little success in extending health care into the home environment, yet there clearly is a huge demand for the service. Americans currently spend $ 27 billion on health care outside the formal medical establishment because they find it difficult to access expensive and painful. A clear demand for better integrating the home into health care environment exists. Not only that, but a dramatic shift in the composition of  the US population makes it absolutely necessary to develop such distributed systems.

Caregiver Shortage

                        Although the US had 25 caregivers for each disabled person in 1970, the success of our healthcare system will lower the ratio of caregivers to at-home disabled to 6 to 1 by 2030 (www.agingstats.gov). How will those six people care for a disabled person? Certainly, a centralized system of visiting nurses is not an option for providing this care such a system would leave too few individuals working at other jobs in the economy to support it. Thus, a more highly distributed system is not only desirable, but absolutely necessary.




These statistics provide the driving force behind the development of health wear. This concept offers an unobtrusive method for acquiring in-depth knowledge about the body 
that could help manage chronic medical conditions such as cancer, diabetes, degenerative disorders of the nervous system, or chronic pain. Perhaps just as importantly, the deployment of continuous monitoring devices provides an excellent opportunity to fully inform medical providers about a patient’s condition, thus helping the patient obtain the best treatment possible.




Already, health-conscious individuals are wearing small digital pedometers and exercise monitors. Indeed, some companies such as Nissan in Japan give such devices to employees to heighten health awareness and decrease medical insurance costs. In the future, people who dress for success may also wear a health wear personal trainer that helps keep them active, knowledgeable, and involved.
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Opportunities & Concerns



As new sensor, computing, and communication technology becomes available, healthcare professionals will be able to organize huge medical databases for use in tracking every test taken and medicine prescribed over an individual’s lifetime. In addition to helping drive down healthcare costs, this data can provide powerful epidemiological information for use in improving our knowledge about keeping society healthy. For example, today because the huge expense of clinical trials limits the size and sensitivity of drug testing, harmful interactions are often detected only months or years after a drug is introduced to the general populace. Continuous, quantitative behavior logging has the potential to generate enough data so that researchers could discover these interactions more quickly.




Another application that is potentially even more important is the early detection of epidemics like SARS or biological weapons attacks. Today, reports of the treatment of an unusual number of patients with similar symptomatology at a medical facility often provide the first warning of a potential epidemic. Widespread continuous monitoring could detect such outbreaks much sooner by noticing when unusual numbers of people are behaving lethargically or staying home from work.

 

However, creating such information architecture requires safeguards to main-tain individual privacy. Indeed, we believe that this issue demands immediate, thoughtful attention and public debate, perhaps beginning with the current concern about using cell phone signals to track people. The current forces for creating huge databases and big medicine are powerful and all too successful. The potential solution is to place control and ownership of as much personal information as possible in the hands of the individual user, sharing only information cleansed of identifying features. This power to-the-people approach favors using wearable sensing devices rather than sensors in the surrounding environment be-cause the information starts out in the control of the individual, and the legal tradition in the US is that individuals own the data collected from their bodies.

Data Paths In Wearable Communication Networks

 


Wearable communication networks are a new type of networks where communication wires are embedded into textiles. It allows the connection between sensors and devices embedded into the material. Data from such devices can be sent over various pieces of clothing to other devices in the network. A special characteristic of such a network is the unreliable connection between different pieces of clothing. This paper presents a prototype system and investigates routing methods using simulations of a fabric area network. Input data for simulations are derived from the operation of a first working prototype.                         

                    

Among the investigated routing methods are various Flooding, Hot- Potato and Simple Hot-Potato protocols. Throughput, way lengths and delay times were used as metrics. Results indicate that routing can optimize the performance of the FAN for each metric, but not for all metrics.  

                   We are in the maturing phase of an explosion in private devices that we can carry around with us or that are even attached to our body or clothing. Today these devices work standalone and are not  interconnected. But with upcoming Ubiquitous Communication (Ubicomp) and Computing technology new applications will arise and existing applications will profit from enhanced knowledge transferred from other devices attached to us. 

                  
       Interconnection of such small devices is the goal of several novel technologies, especially RF based Pico-networks like Bluetooth and body-networks. These systems have the disadvantage that they broadcast the information into the nearby environment [PAB00] and are therefore vulnerable for possible intruders. 

                  They also consume substantial quantities of energy compared to wire-based solutions. This paper concentrates on one special kind of network used for interconnecting devices that are worn or near the body. The Fabric Area Network (FAN) is a wire-based network embedded 
into textiles that allows secure and private transfer of data between all devices that have a connection through clothes that are being worn. 

                  Possible application areas of such networks are communication of sensors incorporated into clothing with a central computer, health applications with various independent devices (pacemaker, life care watch etc.) or blue color workers with pagers, scanners and special-purpose devices. This paper presents a system and its first outcome and finally simulations of a network implemented into the fibers of clothing. The paper concentrates on the problem of routing of packets in the network. 

            
      For clothing, the intersection points can provide the connection between parts of the network and are therefore the places where routing and filtering of packets should be implemented. Various algorithms for routing are introduced and analyzed in this paper. 

                  The use of routing gives the possibility to control the workload and the power consumption of the stations and therewith the control over the workload of the entire network. The opportunity to decide which way data packets should go makes the network more powerful and more adaptable in the dynamic environment in which it resides. Characteristics of the network (e.g. packet loss, delay etc.) are derived from experimental prototypes that we had integrated into clothing and had them worn. 
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FAN Link
                  In the next section, we go more into detail about the FAN. This is followed by the description of the FAN simulation architecture that we designed and implemented to test  the network under different conditions and to test different routing strategies. We obtained reasonable parameters for link failures by measurements, which we describe in the following section. 

            
      These parameters are used in a simulation of a wearable sensor network with some user interaction. We simulate different routing strategies while focusing on certain metrics like data loss, hop counts and delay times. Our results are presented in the last section.  

FAN – A Wearable Network

                  The Fabric Area Network (FAN) introduces a concept of coupling of different pieces of clothing to make them interconnected for data  transport. The prototype developed by Starlab [H01] is based on coils creating a strong limited electromagnetic field, which is modulated with data packets. A pair of two coils forms a simple sender/receiver system and is used as a FAN link.  Over these links, data is transported in packets of maximum 18 bytes with a transfer rate of 1000 bits/s. Before a data packet is transported, the hardware which drives the link has to power up the electromagnetic field and the sender performs a handshake procedure to detect the receiver. This causes a latency of 100 ms for each data packet. FAN links reside in very dynamic areas where the parts they try to connect are loosely coupled. They are not wired links so it can be impossible to transport data for an undetermined timeframe or if a connection is reestablished it is not sure whether it will run over the same link. The driver hardware has to be very small because it is mounted within the clothes and like the links it is distributed all over the clothing. They have only small amounts of resources for computing power, memory and available energy whereas most of the energy is used for powering the links. The entire Fabric-Area-Network resides in a very dynamic area where data is transported  over slow and unreliable links and hardware has strongly limited resources. 

Simulation
      In order to understand the behavior of networks based on the FAN system, we developed a simulator. For it to be as flexible as possible regarding the property changes, we designed an architecture that embedded the simulator. This architecture is a test bed, which enables us to design, debug and evaluate various routing protocols. 

Application Area & Related Work

                 The network is part of our ongoing research in supporting Ubiquitous Computing applications with local communication. Although applications are in the center of this research, several types of networks (wired and wireless) are developed, tested and enhanced for the use in applications. Protocols supporting these applications include the RAUM protocol [HB00]. This protocol is used for interconnecting (existing) devices equipped with computer and communication technology. In the  dialup  [BGS01] prototype RAUM is used for ISO/OSI layer   communication while infrared based IrDA, proprietary radio-frequency and Controller Area Network (CAN) provide functionality of layer 2 and 1. A similar research project is Roy Want’s ParcTab network and application at Xerox arc , the first prototype in Ubicomp generally. So-called Pico-networks may also be useful in this application area. Such networks allow devices to communicate to other devices nearby mainly in range of 2 to 10 meters. Bluetooth for example provides a standardized communication platform for nearby   electronic devices, e.g. mobile phones and personal digital 
assistants. Because of the all purpose communication stack Bluetooth adds some complexity to a device. AT&TCambridge Research Lab has developed a very low power network (Pen).  Power management is a key issue in Ubiquitous Computing and this network is specially dedicated to applications with small devices that have to save as much power as possible. 

                   Research on Mobile Ad-Hoc networks (e.g. MANET of the IETF) focuses on the transmission of information over a larger distance through routing with a changing and unknown topology of the participating network nodes. A way to interconnect devices attached to the body is provided by body networks. [PAB00] presents a system prototype with data rates up to 56 k  bands per second. Radiation to the outside and effects on vital devices (e.g. pacemakers) are still subject to research here. Other ways to  interconnect devices on the body are Fiber fabrics, where communication lines, sensors and computing units are embedded into the fiber or constructed by interweaving the fibers. Examples are the FICOM research in the Disappearing Computer call of  the European Union (www.disappearing-computer.org) or work at the MIT on Washable Computing .
Wireless Communication

                  Before these wearable computing systems can be implemented, it essential to get each part of the system to communicate and share data (create an on-body network), and to 5have the system communicate with other systems (create an off-body network). As before, only a few possibilities of how to create these networks are suggested here. 

                  These networks are chosen because of their possible application in personal health monitoring systems. Particular attention is paid to security because wireless networks are inherently less secure.

Off Body Networks 

                   In a personal health monitoring system, a Virtual Private Network (VPN) can be used when communicating between patients at home and the hospital. According to HowStuffWorks.com, “a VPN is a private network that uses a public network (usually the Internet) to connect remote sites or users together”. The remote-access VPN is a user-to-LAN connection, which connects remote users (for example, patients at home) to a LAN (for example, a LAN in a hospital).Most VPNs use tunneling to transmit data safely over the Internet.              

                  Tunneling involves placing a “packet” within another “packet” and then sending it over a network like the  Internet. The protocol of the outer packet is understood by the network and also by he points where it enters and exits the network (these points are called tunneling interfaces) 

Security in off-body networks

                  To keep data secure, firewalls and encryption are used. Public-key cryptography with an authentication center can be used to provide the necessary encryption. To provide data authentica-

tion, a “digital signature” encryption method is used, and to provide  confidentiality, the “digital envelope” approach can be applied. Then, other can be combined into one in the following algorithm (an example of the patient at home sending data to the hospital): 

1) The patient sends the hospital two things_ the message(for example, data from vital signs
      monitoring) encrypted with a session key _ the following two things encrypted with the 
      public key of the hospital:  The session key and the hashed message encrypted with the   

            authentication center’s private key.

      2)  To decrypt, the hospital can use its private key to decrypt the second message and obtain the       

            session key. 

      3)   It can then use the session key to decrypt the message. 

      4)   It can also use the public key of the authentication center to decrypt the hashed message.
      5)   It then gets the message from the hashed message and compares it to   he message obtained 
             in step 3. If they are the same, then the message is verified as being authentic and not 
             corrupted during transfer.

On Body Networks

                

A personal area network (PAN) connects a computer to various devices  such as sensors or peripherals which the user is wearing. Because of the mobile nature of the wearable computing devices, a PAN must meet certain requirements : 
· Low power consumption 
· Frequent make-and-break connections

· Resource discovery and utilization 
· International regulations

MIT/IBM PANs

Working from earlier MIT Media Lab research, the IBM Almaden Research Center is developing a PAN which “uses the natural electrical conductivity of the human body to transmit electronic data”. More than 400 Kbits per second could be transmitted at very low power levels. The current used is one nanoamp (one-billionth of an amp), which is lower than natural body currents. 

                 

An external electric field is created which passes this tiny current along the body. Simple data could be transmitted on physical contact between two individuals or data can be exchanged between wearable communication devices. Researchers have tested this by passing a preprogrammed business card between two people via a handshake. Since the signal created becomes weak very quickly, interruption of data during transmission is unlikely.This technology is still in the research stages, therefore it is not currently  available as an implementation of an on-body network. 

Bluetooth

                On the other hand, Bluetooth wireless technology is currently being used to connect a wide range of devices, like PDAs and cell phones to each other, as well as to the Internet  [10]. It is suitable for use in wearable computing because it is power-efficient,  inexpensive and widely recognized and accepted in industry. 

Health Wear Applications



Several ongoing projects hint at the capabilities health wear will offer. These applications include medical monitoring and feedback systems for those with chronic medical conditions, monitoring social networking to reinforce healthy behavior, and mental monitoring to detect the symptoms of depression or dementia.

MIThril



In J.R.R. Tolkien’s Middle Earth stories, mithril is a precious metal used to craft armor with properties that protect its wearer from evil. The term thus seems an apt name for the technology that provides the basis for health-wear. Highly flexible, the MIThril architecture provides a modular system tied together by wireless networking protocols and a unified multi-wired protocol power and data bus for sensors and peripherals.

Hardware Components



Figure 1 shows the MIThril system. Designed for use with either a modern programmable cell phone or a wireless personal digital assistant (PDA), MIThril offers input, output, and general computation functions and can support a wide range of physiological measurements. The MIThril hardware architecture is designed to be modular and easily configurable so that it can handle a variety of sensors and tasks. The software architecture supports using the ad hoc, on-the-fly combination of sensor signals from multiple users to control signaling and outputs.

 


A sensor hub interfaces with the MIThril body bus, which combines the Philips I2C multiple device serial protocol and power lines. The sensor hub provides a bridge to the sensor data, enabling data acquisition, buffering, and sequencing, and it can be used as a stand-alone data-acquisition system. This is particularly useful for large-group applications that do not require real-time processing, wireless communication between users, or complex user interaction and thus do not require a cell phone or wireless PDA to be part of the system.




Currently supported devices include accelerometers for motion detection, IR 
active tag readers for location and proximity detection, audio input and output devices, battery monitors, GPS, analog two-channel EKG/EMG, two-channel galvanic skin response sensors, and
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Figure - 1

skin-temperature sensors. MIThril uses an RS-232 interface to communicate with a wide range of commercially available sensors for monitoring pulse oximetry, respiration, blood pressure, EEG, blood sugar, and CO2 levels.
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Software Architecture



The core MIThril software components include the Enchantment Whiteboard, the Enchantment Signal system, and the MIThril Real-Time Context Engine. These tools provide the foundation for developing modular, distributed, context-aware wearable and ubiquitous computing applications.



The Enchantment Whiteboard implements an interprocess communications system suitable for distributed, lightweight, embedded applications. Unlike traditional interprocess communications systems such as RMI and Unix/BSD sockets which are based on point-to-point communications the Enchantment Whiteboard uses a client-server model in which clients post and read structured information on a whiteboard server. This lets any client exchange information with any other client without the attendant complexity in negotiating direct client-to-client communica-tion. These exchanges can take place without the client knowing anything at all about the other clients.




Clients can subscribe to portions of the Enchantment Whiteboard, automati-cally receiving updates when changes occur. Further, clients can lock a portion of the whiteboard so 
that only the locking client can post updates. It also supports symbolic links across servers, letting whiteboards transparently refer to other whiteboards across a network.




Intended to act as a streaming database, the Enchantment Whiteboard captures the current state of some system, person, or group. On modest embedded hardware, the board can support many simultaneous clients distributed across a network while making hundreds of updates a second. We have used the Enchantment Whiteboard with the Enchantment Signal system for band-width intensive voice-over-IP-style audio communications between teams of up to 50 users.

Life Patterns



The MIThril system provides a modular framework for real-time under-standing of sensor data. The results of this process can be used locally for reminders and wearer feedback, or they can be broadcast to other users to enable smart-group communications and increased awareness of other members’ health and activity levels. Pattern recognition techniques are the basis for modeling and interpreting the output of the wearable sensors. The standard pattern-recognition approach breaks this process into four stages:





• Sensing.





• Feature extraction.




• Modeling.




• Inference.

Sensing 



A digital sensing device measures something in the real world, resulting in a digital signal of sampled values. For example, a microphone sensor converts continuous fluctuations in air pressure, sound into discrete sampled values with a specified resolution, encoding, and sampling rate.

Feature Extraction



A raw sensor signal is transformed into a feature signal more suitable for a particular modeling task. For example, the feature extraction stage for a speaker-identification classification task might involve converting a sound signal into a power-spectrum feature signal.

Modeling



A generative or discriminative statistical model such as a Gaussian mixture model, Support Vector Machine hyperplane classifier, or hidden Markov model classifies a feature signal in real time. For example, a Gaussian mixture model could be used to classify accelerometer spectral features as walking, running, sitting, and so on.

Inference



The results of the modeling stage, possibly combined with other information, are fed into a Bayesian inference system for complex interpretation and decision making.




We use machine-learning techniques to record raw sensor measurements and create statistical models of users’ behavior and the surrounding context. Most commonly, we use hidden Markov models which are also the basis of speech recognition systems for behavior model-ing. We have used this approach to build systems that use sensor measurements of hand motions to perform real-time recognition of American Sign Language and even to teach simple T’ai Chi movements. Typically, these systems have vocabularies of 25 to 50 gestures and a recognition accu-racy greater than 95 percent.



We have applied this same basic approach to audio and video to accurately identify the setting in which conversations take place in a restaurant, in a vehicle, and so on and even to classify the type of conversations a user engages in during the day. Once we model the behavior and situation, we can classify incoming sensor data to build a model of the user’s normal behavior. We can then use this model to monitor health, trigger reminders, or even notify caregivers.




Information about the wearer’s social interactions is particularly interesting. 
Understanding face to face encounters is critical to developing interfaces that respect and support the 
wearer’s social life. Social interactions are also very sensitive indicators of mental health. Thus, an important challenge for our behavior modeling technology is to build computational models that we can use to predict the dynamics of individuals and their interactions. The number of parameters is a significant factor in a model’s learn ability and interpretability. The requirement for minimal parameterization motivated our development of coupled hidden Markov models (CHMM) to describe interactions between two people, where the interaction parameters are limited to the inner products of the individual Markov chains. As a practical matter, a CHMM is limited to the interactions between two people. We have therefore begun using a generalization of this idea, called 
the “influence model,” which describes the connect-ions between many Markov chains as a network of convex combinations of the chains. This allows a simple parameterization in terms of the “influence” each chain has on the others, and we can use it to analyze complex phenomena involving interactions between large numbers of chains.




To apply the influence model to human networks, we have extended the original formulation to include hidden states and to develop a mechanism for learning the model’s parameters from observations.8 Modeling human behavior this way allows a simple parameterization of group dynamics in terms of the influence each person has on the others, and we have found that it provides a sensitive measure of social interactions.

Personal Health Monitoring System

                  When you think of a computer, the image of a desktop computer probably comes to mind; the more adventurous ones might think of their laptops or PDAs. It is amazing to think how far people have come in a relatively short time - from computers that used to take up entire rooms or   buildings, to computers that will be integrated into a person’ environment and clothing, interacting with each other to perform different tasks ranging from housework to solving complex. 

            
       
Mathematical equations in the research lab to monitoring vital signs in patients at home. Wearable computing is just one way to make computers available to everyone (expand the world market from five to five billion); what follows is a high-level look at this new method of information processing, and its application in personal health monitoring systems. This is just one of many potential applications of wearable computers, and more are developed every day. In order for a computer to be “wearable” it has to be fairly small, lightweight, be able to be attached to clothing, or even be integrated into clothing fibers. 

                      It must be unobtrusive and conveniently placed on the body, i.e. it should not interfere with a user’s normal activities but help simplify them. An essential characteristic which distinguishes wearable computers from wrist watches or walkmans as we know them is their versatility. They should be able to perform a wide variety of tasks, rather than be limited to tightly restricted functionality. There are several possibilities for the implementation of wearable computing. The following examples if MIThril and Smart Fabrics are just The Georgia Tech/ MIT Cyborgs two of numerous current research projects, chosen because they are well suited to be applied in personal health monitoring. 
 

       To tie these concepts together, it is useful to observe how a potential application brings wearable technology and communications together. A personal health monitoring system is chosen for this demonstration, although it should be kept in mind that there are countless other exciting possibilities. 

The Idea

 

              Patients requiring hospitalization during examination, treatment and rehabilitation periods are given the chance to reduce their hospital stay by health care providers  monitoring their health from home. Wearable computing technology such  as the SmartShirt discussed above is used to monitor the patient’s vital parameters intraocular pressure, glucose levels, blood pressure, temperature, etc) and this information is wirelessly transmitted using Bluetooth to the patient’s “base unit” (a PDA or similar device). 
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The data from this monitoring is then transmitted through an off-body network as discussed above to a database storing patient records. Doctors keep track of the file of the patient, and are able to communicate instructions to the patient at home. If any irregularity in the patient’s vital signs is detected, an ambulance could automatically be sent to the patient’s location, which is determined via GPS in the patient’s “base unit”.
Benefits

Lower Death Rate From Chronic Diseases 

                  “The European Heart Network states that every year, 4 million people die in Europe from cardiac diseases.” The lives of patients suffering from cardiac diseases, diabetes or any other disorder which requires constant monitoring could be saved if a health monitoring ubiquitous  system were implemented in their home, which provides automatic emergency call service when something goes wrong.

Lower Medical Care Cost

                  The patient saves on in-hospital costs because of shorter hospitalization periods. 

Quality Of Life Improvement

                    If patients were given the chance to recover from an illness at home, rather than at a hospital, they would be more emotionally satisfied and rested, speeding up the recovery process.  

Increased capacity and income for hospitals: Shorter hospitalization periods of patients results in more hospital beds available, and more income generated by the hospital from increased number of admitted patients. 

Problems

Loss Of Face-to-Face Contact 

                   Patients and their health care providers stay in touch remotely, losing the reassurance that a physical presence brings. As a result, patients  might not be as confident in their doctors. 

Possibility Of Security Breach 

                   Although there are several methods of keeping data private (some are discussed in the wireless communication section), if a security breach were to occur, the outcome would be disastrous. Patients acting upon doctor’s orders that were not sent from the doctor or ambulances being called when they are not needed or not called when they are needed are just a few of the scenarios that could result in patient injury or even death. 

Marketed Product ​​

                 American Medical Alert Corporation (AMAC), a provider of Personal Emergency Response Systems (PERS) and 24 hour monitoring services, in cooperation with Health Hero 
Network Inc., developer of monitoring technologies, have released “PERS Buddy”. According to Virtual Medical Worlds Monthly, PERS Buddy is the first system of its kind to provide 24 a day monitoring of patients covering over a dozen medical conditions, as well as emergency services; in addition, the system increases the ability of health care providers to monitor patients at home. PERS Buddy is a direct application of the abstract description of a personal health monitoring system described above. 

                 The future is already here; with time these systems can be developed to make our lives safer and more comfortable. 
Wearable Chips & Smart Fabrics

                The idea of computers being part of clothes, rather than a separate clothing item (like MIThril) is perhaps the most attractive form of wearable computers. Products which  implement this design are already being marketed. An example is the chips manufactured by Infineon Technologies, the sixth-largest chipmaker company in the world. In an interview with Business Week Online, Stefan Jung, the project leader for the wearable electronic research project at Infineon, provides useful information about his company’s products.

               The design involves weaving conductive fibers (for example tiny copper  wires) into the fabric. The chip of the device is very small (for an MP-3 player, the circuit board measures 3cm by 3cm), and the garment can be washed, wrinkled and dried like regular clothing. 
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                According to Dr Jung, the process of integrating electronics into clothing fiber can be done a cost-effective way; in fact, “music-player functionality can be added to a  garment with only a 10% or 20% increase in the cost of the garment.”  One of the main concerns with this type of technology is power. 

               But the chip technologies developed by Infineon can generate power from temperature differences. This might not generate a lot of power, but it would be enough to power a heart rate monitor, for example. Another product application of smart fabrics is the Smart Shirt developed  by Sensatex.
               Their website reads “We weave intelligence into garments.” Smart Shirt can be applied in personal health monitoring systems, because it can comfortably monitor vital signs such as blood pressure, respiration rate, temperature, etc.
Smart Clothing 

                "Smart Clothing" is made from fabrics that are wireless and washable that integrate computing fibers and materials into the integrity of the fabrics. Georgia Tech is one university among several, which include MIT and University of California at Davis, which conduct research in the area of "intelligent fabric". 

Georgia Tech Wearable Motherboard   

                 Georgia Tech developed a "Wearable Motherboard" (GTWM), which was initially intended for use in combat conditions. Georgia Tech's research was funded by the US Department of Navy. The Sensate Liner for Combat Casualty Care uses optical fibers to detect bullet wounds and special sensors that inter connects in order to monitor vital signs during combat conditions. Medical sensing devices that are attached to the body plug into the computerized shirt, creating a flexible motherboard. 

                  The GTWM is woven so that plastic optical fibers and other special threads are integrated into structure of the fabric. There are no discontinuities in the GTWM. The GTWM is one piece of fabric, without seams. Because the sensors are detachable from the GTWM, they can be placed at any location, and is therefore adjustable for different bodies. Furthermore, the types of sensors used can be varied depending on the wearer's needs. Therefore, it can be customized for each user. For example, a firefighter could have a sensor that monitors oxygen or hazardous gas levels. Other sensors monitor respiration rate and body temperature or can collect voice data through a microphone. 

                  Before the GTWM was adjusted and improved for commercial use, the information was transmitted via a "personal status monitor" that connects to the shirt and is usually worn at the hip. It also served as a personal computer so that wearers can access the internet, listen to music, or check 
e-mail. Now, the personal status monitor has been integrated into the shirt itself. The system is also completely wireless. 

                  The GTWM identifies the exact location of the physical problem or injury and transmits the information in seconds. This helps to determine who needs immediate attention within the first hour of combat, which is often the most critical during battle. 

Other Uses for the GTWM 

                    Although the GTWM is intended for use in combat and is likely to be used by the military, police, and firemen, it is more widely applicable. Since the GTWM provides a framework for incorporating sensors, monitors, and information processing devices, it could be used for any purpose that requires around the clock monitoring of vital statistics.                   

                    For example, the elderly and others with fragile health conditions could also benefit from this technology. The GTWM could enhance communication between the wearer and his or her health professional. For example, the GTWM could be outfitted for patients who return home from surgery, so that their doctors could monitor their vital information. 

                    This kind of monitoring would also be helpful for patients in rural areas who are far from medical professionals. Often people in geographical areas with sparse medical facilities feel uncomfortable about leaving the hospital since they are no longer under the care of medical professionals. 

                    This uncertainty and insecurity can often hinder their recovery. Wearing the GTWM and knowing that their health is continuing to be monitored remotely may allay their fears and help them recovery more quickly and successfully. 

                      The GTWM could also be used to learn more about mentally ill patients. These patients need constant monitoring in order to get a better understanding of how tier vital signs are related to their behavior patterns. This information could help doctors determine the effects of the treatment mentally ill patients receive and could help doctors decide how and if the treatment should be adjusted. 
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                   Astronauts also need constant monitoring of their vital statistics, and the GTWM could help people on the earth understand the effects of the environment in outer space on the body.  

                   Additionally, the "Smart Shirt" can be tailored to fit anyone, like any other shirt. For example, a baby wearing a GTWM could have his or her vital signs monitored. This would be especially helpful since some babies are prone to sudden infant death syndrome (SIDS), which often strikes unexpectedly during sleep. 
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                   Athletes could also use the monitoring system during practice and competitions to track and enhance performance. 

                   Moreover, healthy people could wear the GTWM during exercise in order to make sure that they are exercising within safe parameters, and the GTWM encourages individuals to take an active role in diagnosis and maintenance. The other side of this issue is the possibility of promoting hypochondria. As in the case of medical students who first learn about symptoms of diseases, the users of a health-monitoring device such as the GTWM, may become paranoid about their health with the added information. 

The Value Added by GTWM

                    The GTWM is a breakthrough technology because it is the first unobtrusive and noninvasive way of monitoring vital statistics. Furthermore, the GTWM is worn comfortably underneath clothing, like an undershirt, and can be sized to fit a variety of people. Therefore, it is flexible and customizable to the wearer. Another interesting feature of the GTWM is that it is washable. 

                    The GTWM could be classified as a wearable computing device. Once the wearer has plugged the sensors into the GTWM, he or she proceeds as if wearing any other item of clothing. It is intended to be as unobtrusive as possible, and no direct manipulation of the device is required once the initial setup is completed. It is unlike other wearable computers in that it is nearly invisible since it is worn underneath normal clothing. 

                    Steve Mann, a wearable computing pioneer, suggests that "Smart" clothing is a form of existential media. "Existential media defines new forms of social interaction through enhanced abilities for self expression and self actualization, as well as through self-determination." 

Availability & Success of GTWM 

                    The GTWM is currently being manufactured for commercial use under the name "Smart Shirt". Sensatex/Life link is manufacturing the "Smart Shirt", which should be available early next year. The company plans to develop relationships with firefighter groups, doctors and others in order to create "wearable motherboards," that meet their different needs 

The commercial applications for the "Smart Shirt"  are :

· Medical Monitoring 

· Disease Monitoring 

· Infant Monitoring 

· Obstetrics Monitoring 

· Clinical Trials Monitoring 

· Athletics 

· Biofeedback  

Limitations & Issues
                  Some of the wireless technology needed to support the monitoring capabilities of the "Smart Shirt" is not completely reliable. The "Smart Shirt" system uses Bluetooth and WLAN. Both of these technologies are in their formative stages and it will take some time before they become dependable and widespread. 

                Additionally, the technology seems to hold the greatest promise for medical monitoring. However, the "Smart Shirt" at this stage of development only detects and alerts medical professionals of irregularities in patients' vital statistics or emergency situations. It does not yet respond to dangerous health conditions. Therefore, it will not be helpful to patients if they do face complications after surgery and they are far away from medical care, since the technology cannot yet fix or address these problems independently, without the presence of a physician. Future research in this area of responsiveness is ongoing.

                 As is the case for any monitoring system, the privacy of the wearer could be compromised. For example, a GTWM that is outfitted with a microphone or GPS may compromise the wearer's privacy. Additionally, the data that is transferred by the "Smart Shirt" could be used for purposes other than the intended, and could be viewed by unauthorized people. Databases about individuals could also be linked to provide more information than is necessary for this application. All of these possibilities could compromise the privacy of the individual. 

                  Furthermore, Dr. Molly Coyle, founder of Health Technology Center in San Francisco, a non-profit organization that researches the role of technology in improving health, believes that monitoring for healthy people may exacerbate hypochondria. In my research on "Smart Clothing", there was never any mention of the cost to manufacture or keep up the system that it requires. This suggests that the cost may be somewhat prohibitive for widespread use. 

                  Furthermore, since its most noble applications seem to be in the area of medical monitoring and telemedicine in particular, where the likelihood that patients are already spending a lot of money on medical care, it is uncertain whether this population will be able to afford this kind of technology. 

                  In the case of telemedicine and the aforementioned scenario of use with patients recovering from surgery, there is also the possibility that patients may be released from hospitals prematurely because doctors may depend on this technology to monitor them. 

Other Interesting "Smart Clothing"

                  There are also other "Smart Clothes" that are aimed at consumer use. For example, Philips, a British consumer electronics manufacturer, has developed new fabrics, which are blended with conductive materials that are powered by removable 9V batteries. These fabrics have been tested in wet conditions and have proven resilient and safe for wearers. One prototype that Philips has developed is a child's "bug suit" that integrates a GPS system and a digit camera woven into the fabric with an electronic game panel on the sleeve. This allows parents to monitor the child's location and actions. Another Philips product is a live-saving ski jacket that has a built in thermometer, GPS, and proximity sensor. 

                  The thermometer monitors the skier's body temperature and heats the fabric if it detects a drastic fall in the body temperature. The GPS locates the skier, and the proximity sensor tells the skier if other skiers are nearby. Philips suggests that wearable computers will be widely used by the end of the next decade. 

Medical Monitoring And Feedback
    
       

Healthwear promises to be especially effective for monitoring medical treatments. Currently, doctors prescribe medications based on population averages rather than individual characteristics, and they check the appropriateness of the medication levels only occasion-ally and expensively. With such a data-poor system, it is not surprising that medication doses are frequently over- or underestimated and that unforeseen drug interactions occur. Stratifying the popul-ation into phenotypes using genetic typing can improve the problem, but only to a degree. Continuo-us monitoring of motor activity, metabolism, and so on can be extremely effective in tailoring medications to the individual.




For example, consider Parkinson’s patients. For them to function at their best, their medications must be optimally adjusted to the diurnal variation of symptoms. For this to occur, 
the managing clinician must have an accurate picture of how the patient’s combined lack of normal 
movement (hypokinesia) and disruptive movements (dyskinesia) fluctuates throughout a typical day’s activities.




To achieve this, we combined the MIThril system’s wearable accelerometers with standard statistical algorithms to classify the movement states of Parkinson’s patients and provide a timeline of how those movements fluctuate throughout the day.




Two pilot studies were performed, consisting of seven patients, with the goal of assessing the ability to classify hypokinesia, dyskinesia, and bradykinesia (slow movement) based on accelerometer data, clinical observation, and videotaping. Using the patient’s diary as the gold standard, the result was highly accurate identification of bradykinesia and hypokinesia. In addition, the studies classified the two most important clinical problems predicting when the patient “feels off” or is about to experience troublesome dyskinesia perfectly.

Memory Glasses



Regardless of age, we’ve all had our moments of forgetfulness. We accept such memory lapses as human fallibility, but we would be grateful if researchers could find a way to cue our natural memory and help us overcome these lapses. Perhaps such a device also could, for example, help improve an elderly person’s memory or provide critical cues for emergency medical technicians, doctors, or firefighters in a non distracting way.




Toward this end, we are developing memory glasses that might someday help people with chal lenges ranging from complex memory loss to simple absent-mindedness. Figure 2 shows a prototype of this wearable, proactive, context-aware memory aid based on the MIThril platform and wearable sensors.
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Figure - 2



Memory glasses function like a reliable human assistant, storing reminder requests and delivering them under appropriate circumstances. Such a system differs qualitatively from a passive reminder system such as a paper organizer, or a context-blind reminder system such as a modern PDA, which records and structures reminder requests but which cannot know the user’s context.




Perhaps the major obstacle to this vision is that people resist being reminded to exercise, take their medicine, or skip that extra helping of dessert. Subliminal memory aids visual and audio reminders that lie just below the user’s threshold of perception—may offer one way around this problem. Our research shows that under the right conditions, subliminal text or audio cues can jog the memory much like overt cues even though the person receiving the cues is not aware of them. In one experiment, for example, subliminal text cues improved performance on a name-recall task by 50 percent compared to the uncued control. Perhaps more important than this positive effect, our research suggests that incorrect or misleading subliminal cues do not interfere with memory recall. This contrasts starkly with the effect of overt miscues, which have a significant misleading effect.




A practical system might use a Bluetooth connection between cell phones to obtain the names of nearby friends. Similarly, a combination of information about location, proximity to others, time, and surrounding sounds could assist in situation recognition. The system could then use this context information to trigger the appropriate prompt, which would flash across the user’s glasses or be communicated through an earpiece. If the system presented the prompt subliminally, users would not consciously process the reminder and so would be unaware that the prompt was jogging their memory. Thus, the subliminal prompts that the memory glasses provide would not interrupt a user’s daily routines.

Social Networking



Reinforcing an individual’s social support system may be the most effective way to encourage adopting more healthy behavior patterns. Thus, one aspect of healthwear’s core functionality is interpersonal communications supported by continuous biomedical sensing.

Embedded Social Networking



Healthwear’s social networking capabilities answer broad and immediate needs. For example, aging parents now commonly live far away from their families. Healthwear can help in such a situation by promoting comm.-unication between family members when it senses a suspicious change in an elder member’s behavior.




In one version, healthwear occasionally but continuously leaves phone messages reminding grown children to call their parents and vice versa. However, when a marked change in behavior occurs such as decreased food consumption, socializing, or sleeping—healthwear 
increases the frequency of these reminders. The system would not tell people something is speci-fically wrong or describe why it left a particular message, nor would it call the doctor except in extreme circumstances, because doing so could violate people’s privacy and might actually interfere with proper medical support. Instead, healthwear strengthens the social support network when the need is likely to be most significant.

DiaBetNet



Children also need social support networks, and they tend to be extremely sensitive to social context. We focused on this tendency when we created DiaBetNet, a computer game for young diabetics that uses belt-worn motion sensors, a wireless Internet connection, and a standard PDA for an interface. DiaBetNet capitalizes on their passion

for social games to encourage children with diabetes to keep track of their food intake, activity, and blood sugar level.




A typical day in the life of a diabetic child using DiaBetNet would unfold as follows. In the morning, the child clips his wireless accelerometer and DiaBetNet case with wireless Internet connection, PDA, glucose meter, and wireless receiver for the accelerometer onto his belt and goes off to school. Throughout the day, the PDA records his activity from the accelerometer, data from measuring glucose and injecting insulin from the glucose meter, and user-entered information about food consumption. At any time, the user can see a graph on the PDA that summarizes the day’s activity, carbohydrate consumption, and glucose data. From time to time, a wireless Internet connection sends this data to a secure central server.




DiaBetNet is a group gaming environment that requires guessing blood-sugar levels based on information that wearable sensors collect: The more accurate the answers, the higher the score. For example, imagine that a user named Tom begins to play DiaBetNet with others on the wireless network. Transformed into his cherished alias, Dr. T,Tom finds that his fellow players were all within 30 milligrams per deciliter of guessing their blood sugar levels correctly, but his guess was closer than anyone else’s.




Tom challenges a DiaBetNet player called Wizard and looks through Wizard’s data. Although Wizard was euglycemic in the morning, he ate a late lunch. Therefore, Tom decides that Wizard’s glucose level would be high and guesses 150 mg per dl. Wizard guesses his glucose to be 180 mg per dl. Tom wins again and grabs five more points. He shoots a brief conciliatory message to his vanquished foe and signs off.




In clinical trials, 93 percent of DiaBetNet participants successfully transmitted their data wirelessly to the server. The Game Group transmitted significantly more glucose values than the Control Group. The Game Group also had significantly less hyperglycemia glucose 250 
mg per dl than the Control Group. Youth in the Game Group displayed a significant increase in diabetes knowledge over the four-week trial. Finally, more youth in the Game Group monitored their hemoglobin levels.

Mental Monitoring



Healthwear technology also can assist in the early detection of psychological disorders such as depression. Even though they are quite treatable, mental diseases rank among the top health problems worldwide in terms of cost to society. Major depression, for instance, is the leading cause of disability in established market economies.




Researchers have long known that speech activity can be affected in pathological states such as depression or mania. Thus, they have used audio features such as funda-mental frequency, amplitude modulation, formant structure, and power distribution to distinguish between the speech of normal, depressed, and schizophrenic subjects. Similarly, movement velocity, range, and frequency have been shown to correlate with depressed mood.




In the past, performing such measurements outside the laboratory was difficult given the required equipment’s size and ambient noise. However, today even common cell phones have the computational power needed to monitor these correlates of mental state. We also can use the same methodology for more sophisticated inferences, such as the quantitative characterization of social interactions. The ability to use inexpensive, pervasive computational platforms such as cell phones to monitor these sensitive indicators of psychological state offers the dramatic possibility of early detection of mental problems.




Perhaps the most sensitive measure of mental function is social interaction, which clearly reveals attitudes, emotions, and cognitive function. To investigate this idea, we are using a MIThril-based device dubbed the sociometer to collect data about daily interactions with family, friends, and strangers such as:




• How frequent are the interactions?

• Are the interactions energetic or lethargic?

• Are the interactions appropriate without long gaps or frequent interruptions?

Figure 3 shows an example of the sociometers that we used to collect almost 1,700 hours of interaction data from 23 subjects. Participants in this study also filled out a daily survey that provided a list of their interactions with others.




The sociometer and conversation-detection algorithms classified 87.5 percent of the conversations as greater or equal to one minute, a far greater accuracy than achieved using the survey method.
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Figure-3




The few conversations that the automatic sociometer method missed typically took place in high noise, multiple-speaker situations. Once collected, researchers can use the influence model, a statistical framework that is a generalization of the hidden Markov models commonly used in speech recognition, to model the interaction data. Modeling spoken behavior this way allows a simple parameterization of group dynamics in terms of the influence each person has on the others. Our initial experiments show that these influence parameters are effective indicators of status within a social network and the degree of coupling to the social network.




Judging from the adoption rates of advanced cell phones and wearable health tools such as pedometers, within this decade much of the US population will likely have access to continuous, quantitative monitoring of its behavioral health status, coupled with easily accessible biosignals. How will this change our lives and our society?




An exciting possibility is that with the widespread adoption of healthwear, 
researchers could, for the first time, obtain enough data to really understand health at a societal level. For example, correlating a continuous, rich source of medication data from millions of people could make drug therapies more effective and help medical professionals detect drug interactions more quickly. If correlated with medical conditions, the data could illuminate the etiology and preconditions of disease far more powerfully than is possible today and, further; serve as an early warning system for epidemic diseases like SARS. Comparing the medical data with genomic and protonomic data from different population samples could provide a powerful method for understand-ing complex gene and environment interactions.




However, when considering the effects of healthwear systems, we would be wise to recall Marshall McLuhan’s dictum that “the medium is the message.” The way in which a new technology changes our lifestyle may well be more important than the information it conveys.




Healthwear will likely be considered more personal and intimate than traditional health tools because it will form a constant part of a user’s physical presence. Psycho-logical studies have shown that clothes do indeed make the man. Thus, healthwear will not only be 
part of what the user wears but part of who that user is. Body-worn technology will likely change our self-perception and self-confidence in ways that are today unpredictable.




While it could be more effective at promoting healthy behavior than traditional approaches, healthwear also could be more seriously abused. However, with more than one billion cell phones already being worn every day, there is no escape from being absorbed into this far more intimately connected new world. Our goal now should be to design this technology to make that world a very human place to live.

Conclusion
   

We have all the technologies needed to make a viable wearable computer today. Lot of research and experiments for practical & commercial use of WC are going on around the world. Several varieties of WCs are indeed commercially available, but as of now most of them are tailor made for specific applications. It is only a matter of time before the consumer community accepts the idea, manufactures pick up patron ship and the Catch-22 cycle of mass-production. 

  

The paradigm shift that the WC will bring; computer working along with you instead of you working at the computer, will have similar impact to the paradigm shift brought by the earlier PCs. It will augment the user’s senses, intellect, memory and provide him with huge amount of computation power and information (both local and networked), without interfering from what he doing. Unlike Artificial Intelligence (attempts to emulate human intelligence in the computer), WCs works alongside the human, both doing what each is better at. 

       

After a few cycles of evolution, the wearable computer will become highly ergonomic and a user, over an extended period of usage, will feel it as a true extension of mind and body. The combined capability of resulting synergistic whole will far exceed the “parts”. This will undoubtedly enhance the quality of life of the user, at work place and in all facets of daily life.
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